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rPA®blI 3HAHUU B UT, UA

N KWBEPBE3OINACHOCTHU

WEEK 1: BBEOEHWE, KWUBEPBEPTWKAJIb
N TMTOCTAHOBKA NMPOEKTHOIO PE3VYJIbTATA
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NMPOEKT : Kosyer 3HaHuu MY

WORKSTREAMS: WS-1 ([aHHbie) + WS-2 (Ipad)

UNIT: BBeneHwe n pernameHThbl

¥ ARTIFACT: M5-A1
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KUBEP-CJI0W NPOEKTA: 19 KO0 Mbl CTPOUM IPAD?

[loTpebuTenn Moaenn 3HaHU 1 UX KNOYEBbIE 3a4a4u

SOC (Security Operations Center)

KOHTeKCTyanu3auua anepros.

He npocTo «4TO ynano», a Cc Yem 310
CBA3aHO U KaKOB NPUOPUTET.
RADAR/SCOPE SHIELD & BOLT

CSIRT/CERT (Incident Response)

PaccnepoBaHue LienoyeKk cobbITui,
aTpubyLms aTak U peKOHCTPYKLUS
WHLUKUJEHTA.

[pad oTBeyaeT Ha BONpPOCHI:

«YT10 3aTPOHYTO?» U «[1€ 3aKOHOMEPHOCTb?»

DevSecOps /\/‘
CBAa3b ya3sumocTeii (CVE)

¢ KoMmnoHeHTamu [10, 3aBUCUMOCTAMU

N KOHTPMEPaMMW.
GEAR & LOCK TREND CHART

Management

O6BACHUMOCTb peLLeHNiA
(Explainability) n oueHka puckos
Ha OCHOBE [laHHbIX.



WHXXEHEPHBIN KOHTPAKT

EnvHuua pesynbtata — npoBepsieMblil apTedakT

J0JI0TOE MPABW0: HE CAAH APTE®AKT — HEAEJIA HE 3ACHYWUTAHA

WEEK 1 WEEK 2 WEEK 3 FINAL

M5-A1: M5-A2: M5-A3: M5-A10:

[lacnopt Cxema + HanonHeHue 3auuTa
floMeHa + lMnaH KauecTtBo (I0C/CVE) Project Pack

Kypc NOCTPOeH Ha NPOU3BOACTBE UHXXEHepPHbIX apTed)aKToe, d HE Ha ﬂOTpEﬁneHMM KOHTEHTa.



NMPABWUJIA UI'Pbl: KPACHbIE JIUHUU (SAFETY & ETHICS)

TPEBYETCH (REQUIRED) 3AMNPELWEHO (FORBIDDEN)

e PaboTa TONbKO B N30/IMPOBAHHOM e Jltobble aTaky Ha BHELLUHNE CUCTEMDI
y4ebHoM KoHType (Lab) » icnonb3oBaHue peanbHbix MAOH

e /Icnonb3oBaHUE CUHTETUYECKUX UNU (MepcoHanbHbIX [laHHbIX)
06€3NNYEHHbIX AaHHbIX  PaboTa ¢ 60eBbIMY floramm

e [lonHOE cobnoaeHne (Production) 6e3 pa3peleHus
3aKoHoaaTenbcTea PO * /icnonb3oBaHMe peanbHbIX

e DUKCaLNA UCTOYHUKOB U NULLEH3NIA cekpeToB/naponeit



KYJIbTYPA WIHXEHEPUW IAHHbIX: TPOCAEXWBAEMOCTD

B knbep-aHanutuke ¢pakT 6e3 NCTOYHMKA — 3TO LUYM

- @Q—@—

NCTOYHWK (SOURCE)  BEPCWA (VERSION)  TPAHC®OPMALMA PE3YIIBTAT
URL, oTyert, ¢oug [laTta gocTtyna, X3l, Ckpunt 3arpy3ku / ETL Y3en unu ceasb
(Source Register) Bepcua dpanna B rpade

Tpe6oeaHue: Jlwboe yTBepxaeHuMe B rpade A0MKHO ObiTb TpacCUpyemo
0 KOHKPEeTHOMW BEepCcun UCTOYHUKA.



MEHTAJIbHAA MO/L1EJIb:
KAK BbIrMAAUT KUBEP-TPA®?

VULNERABILITY
CVE-2024-XXXX

Mitigates 1
Has Vulnerability

ASSET
(AKTUB)

Server 1

Detected In INCIDENT
Log Alert #505

COUNTERMEASURE
Patch v2.1

Mbl MOAENUPYEM CeMaHTUYecKne CBA3K, YTOObl OTBEeYaTb Ha BOMPOC:
«Kakne akTuBbI NOA, Yrpo30i 13-3a OTCYTCTBUSA NaTya?»



BbIBOP ®PAI'MEHTA IOMEHA: KPUTEPUU YCIIEXA

Checklist Bbibopa

p— U3IMEPUMOCTb: MoxHo nu
ﬁ NoKasaTb AeMo 3a 3-5 MUHYT?

OAHHbIE: Ectb N1 MUHUMYM
3 neranbHbIX OTKPbITbIX UCTOYHUKA?

5 yto BxoauT (IN), a uto Het (OUT)?

¥
:I‘/ "PAHULLbI: YeTKo N onpepgeneHo,
v

'=o_' | BblBPAHHbIN
21 | ®OPACMEHT

@ BOMPOCHI: MoHo nu1 chopMynmpoBaTthb
3 nposepAeMblx Competency Questions?

& He nbiTaitTecb cMogenvMpoBaTb «BCE». Jlydwe rnyboko npopaboTtaTh Y3KUIA CLLEeHapUMN.




APTEDAKT WEEK 1: M5-A1

CocTaB NakeTa As1a caaun

MNACIMNOPT
AOMEHA

OnucaHue
cueHapwuas,
rpPaHuLLbl,
BONPOCHI

s

PEECTP
NCTOYHUKOB

Source Register vO:
CnUCOK paHHbIX,
NUUEH3UWN, PUCKW

ol

NMIAH

Llenb:

PABOT

3apayvm KoMaHabl
Ha 2 Hepenwu

—J

Mb5-A1

3a10XKNTb
OYHOAMEHT.
be3 3Tux
OOKYMEHTOB
HEBO3MOXXHO
NOCTPOUTb
cxemy (Week 2).




KOMIMNOHEHT 1: NACIHNOPT IOMEHA U BOINPOCHI

CTPYKTYPA MNACIIOPTA

LleneBon cueHapuun: KTo nonb3oBaTtenb?
(V) (Hanp., Junior SOC Analyst)

N

@7' paHuLbIl: Tabnuua 2x2
Ay (Bxogut / He BxoguT)

BXOAUT HE BXOOUT

COMPETENCY QUESTIONS (CQ)

Bonpochkl, Ha KOTOpble A0KEH OTBeYaTb
rpad.

lMnoxoun npumep: «410 TaKoe

BUPYC?»
(3TO cnpaBOYHUK, a He rpad)

Xopowwuun npumep: «Kakume akTuBbl
3aTPOHYTbl CVE-2024-XXXX 1 He

nMetoT natya?» (TpebyeT cBA3N
[AHHbIX)




KOMIMOHEHT 2: PEECTP UCTOYHUKOB (SOURCE
REGISTER)

OcHoBa cobntoaeHnsa npasun b n BOCNpon3BoAMMOCTH

=] SOURCEID | [2) TYPE &) ACCESS / LICENSE | GS DATA FIELDS /\ QUALITY RISK MINIMUM
(Unique Code) (®up, OTver, (OTkpbITar, CC-BY, (IP, Hash, CVE) (YcTapeBaHue,
Naracer) Tpebyet perucrpauun) HEenosHoTa)
OTKpbITanA BbicOKUI 3
_ OTKpbITas Bbicokuu
SRC-002 dup (CC-BY-SA) IP, Port, Protocol (YcTapesaHue 24v) Sources required
for start




TEXHUYECKASI CPEA: PROJECT PACK

CTaHOapT CTPYKTYpPbl PENO3NTOPUA

— /project-pack
— |-- [ /docs (NacnopTa, README, oTueTs - M5-A1 3mechb)

e e E? /schema (OHTonorus u cxeMma rpadpa - Week 2)

iy it E? /data (Cbippie n obpaboTaHHble AaHHble)

— | -- B /queries (CoxpaHeHHble 3anpocbl Cypher/SQL)

Co3paTbh Peno3nUTOpPUn C 3TON CTPYKTYPOU HEOBXOAMMO cenvac.



DEFINITION OF DONE (DoD)

Kputepumn npnemMmkmn Week 1

LAUNCH CHECKLIST

[ ] F'paHuubl AOMEHa 3a4aHbl U HE NPOTUBOPEYaT CLEHapUo
[ ] 10 Entities / 10 Relations (Draft)

[ ] 3 Competency Questions

[ ] Source Register >= 3 uCTOYHUKA C NNULEH3NAMU

[ ] ApTtedakT 3arpyxeH B Project Pack / LMS

IMMEDIATE ACTION
3anonHutb Worksheet — Cpenatb 2-MUHYTHbIN MUTY — [lponTu Intro Quiz




